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This month, we’re stepping_into the haunted house that is today’s digital supply

chain.

It's easy to think of cyber threats as something distant, like a shadowy figure
outside the window. The reality is that supply chain attacks are already inside the
house. They move through trusted connections, familiar platforms, and everyday
integrations. If we’re not careful, they can turn convenience into chaos.

At SEP2, we don’t rely on silver bullets or spooky shortcuts. We rely on solid
technology, clear policies, and strong people. Our own environment is treated like a
customer’s, and we hold ourselves to the same standards we expect from others.

In this edition, James Woodward explores how we're tackling supply chain risk head
on. The goal is not to create fear. It is to stay prepared, stay accountable, and do

the right thing even when no one is watching.

If something goes bump in the night, we’re already on it.

Paul Starr
Co-Founder and CEO

Supply_Chain Attacks: The Bump in the Night That
Keeps Us Awake

“We opened the doors to a haunted house, and now we’re living in it. Every
integration, every convenience, every shortcut has created new corridors and
crawlspaces in our digital environment. Once those doors are open, there’s only
one way to stay safe: know what’s lurking in the dark, and be ready to face it.”

In today’s hyper-connected world, the biggest threats aren’t always the ones
banging on the front door, they're the ones sneaking in through trusted partners and

integrations.

Supply chain attacks are on the rise, and they’re more chilling than ever.
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So what happens when SEP2 is part of your supply chain?
We take that responsibility seriously. No garlic, no silver bullets. Just solid
technology, policies, and procedures.

Unmask the real risks of supply chain attacks and how SEP2 helps keep the

monsters out.
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James Woodward
Head of Technology
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Webinar: Securing the Cloud with Confidence with SEP2 and Wiz
Join SEP2 and Wiz for a focused session on how Wingman Cloud Security helps
simplify cloud protection, improve visibility, and accelerate response to threats. In
this edition, we’ll explore real-world use cases, practical strategies, and how SEP2’s
24/7 SOC supports your cloud environments.

Register now to secure your spot.

What the EU Al Act Means for Al Security

Al regulation is no longer a future concern, it's here. In this blog, SEP2’s Head of
Information Security, Jon Cumiskey, breaks down the EU Al Act, what it gets right,
where it falls short, and what it means for organisations building or using Al
systems.
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Read the full blog on our website.

SEP2 Gives Back: Supporting Homeless Street Angels

At the end of September, SEP2’s Charity Committee launched a sleeping bag
appeal in support of Homeless Street Angels, our charity of the year. Their goal was
to collect 10 sleeping bags by early October to help provide warmth and comfort to
those in need in Leeds. Together, the SEP2 Team surpassed the goal, donating 16
sleeping bags total!

If you would like to make a difference,_visit our JustGiving_Page.

SEP2 Customer Survey

We will shortly be sending out our annual customer survey. This is an important
resource that helps us assess how well we are delivering for our customers and
ensures you continue to recieve the best service possible. The survey should take
less than a minute to complete. If you don't receive it within the next week and
would like to participate, please contact your account manager.

"Emails take time, people miss them even for small things, and you can
end up waiting weeks for a response. Having support through channels
like Slack makes a real difference. SEPZ2's flexibility around how we
communicate is something I really value."

- Ozan Ozgar, Chief Information Security Officer at Plum

Read our latest case study

Thank you for reading this edition of Wingman Insights! Feel free to leave a review

so | can continue to improve it.

Take a moment to review my newsletter
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